## Privacy Policy

Angel Trademark Services International LP (collectively referred to as “we”, “us”, or “our”) respects your privacy and is committed to protecting your personal data. This privacy policy will inform you as to how we look after your personal data when you visit our website TrademarkAngel.com (the “Website”) (regardless of where you visit it from) and tell you about your privacy rights and how the law protects you. We comply with the General Data Protection Regulation ((EU) 2016/679) (GDPR) and the Data Protection Act 2018.

We provide trademark registration services and may also publish information about trademarks on our website, from this point referred to as “services”.

The terms used in this Privacy Policy have the same meanings as in our Terms and Conditions, which is accessible on our Website, unless otherwise defined in this Privacy Policy.

Purpose of this privacy policy

This Privacy Policy sets out our policy on how we collect and process your personal data through your use of this website, including any data you may provide through this website.

This website is not intended for children and we do not knowingly collect data relating to children.

It is important that you read this privacy policy.

Data If you choose to use our services, then you agree to the collection and processing of your personal data in relation with this policy. The personal data that we collect is used for providing and improving the Service. We will not use or share your data with anyone except as described in this Privacy Policy.

**Personal Data Collection and Processing**

We may collect, use, store and transfer different kinds of personal data about you which we have grouped together as follows:

* Identity Data includes first name, maiden name, last name, username or similar identifier, and title.
* Contact Data includes address, email address and telephone numbers.
* Financial Data includes bank account and payment card details.
* Transaction Data includes details about payments to and from you and other details of products and services you have purchased from us.
* Technical Data includes internet protocol (IP) address, your login data, browser type and version, time zone setting and location, browser plug-in types and versions, operating system and platform, and other technology on the devices you use to access this website.
* Profile Dataincludes your username and password and purchases or orders made by you.
* Usage Data includes information about how you use our website, products and services.
* Marketing and Communications Dataincludes your preferences in receiving marketing from us and our third parties and your communication preferences.

The data that we collect will be used to contact or identify you.

You may be asked to provide your personal data when you contact us or otherwise interact with us through or in connection with the Website (via our Chat, contact form, email, phone call or other means of communication). In some circumstances, data will only be requested when you are making a payment for our products or services or when you ask us to determine if your trademarks are registrable.

**Cookies**

Cookies are files with small amount of data that are commonly used with an anonymous unique identifier. These are sent to your browser from the website that you visit and are stored on your computer’s hard drive.

Our website uses these “cookies” to collect data and to improve our Service. You have the option to either accept or refuse these cookies and know when a cookie is being sent to your computer. If you choose to refuse our cookies, you may not be able to use some parts of our Service.

**Service Providers**

We may employ third-party companies and individuals due to the following reasons:

* To facilitate the provision of our services;
* To provide the services on our behalf;
* To assist us in analyzing how our services are used.

We want to inform our service users that these third parties have access to your Personal Information. The reason is to perform the tasks assigned to them on our behalf. However, they are obligated not to disclose or use the data for any other purpose.

### Data published by the Trademarks Offices

###

When a trademark application is filed (in Canada, US, European Union or in another jurisdiction) the application and certain subsequent communications are published by the relevant Trademarks Office. Therefore, some personal data becomes public (including but not limited to your name, address, trademark, list of goods and services and how you use your trademark). We will treat the data made available as part of such publication as data you disclose to the public, and will not be responsible for keeping it confidential.

If you fail to provide personal data

Where we need to collect personal data by law, or under the terms of a contract we have with you, and you fail to provide that data when requested, we may not be able to perform the contract we have or are trying to enter into with you (for example, to provide you with goods or services). In this case, we may have to cancel a product or service you have with us but we will notify you if this is the case at the time.

**Other lawful basis we may rely on in collecting and processing your personal data**

Legitimate Interest means the interest of our business in conducting and managing our business to enable us to give you the best service/product and the best and most secure experience. We make sure we consider and balance any potential impact on you (both positive and negative) and your rights before we process your personal data for our legitimate interests. We do not use your personal data for activities where our interests are overridden by the impact on you (unless we have your consent or are otherwise required or permitted to by law). You can obtain further information about how we assess our legitimate interests against any potential impact on you in respect of specific activities by contacting us.

Performance of Contract means processing your data where it is necessary for the performance of a contract to which you are a party or to take steps at your request before entering into such a contract.

Comply with a legal obligation means processing your personal data where it is necessary for compliance with a legal obligation that we are subject to.

**Use and disclosure of personal information**

We use and disclose personal data for the purposes set out in this Privacy Policy. Under no circumstances will we sell, trade, barter or exchange for consideration any Personal Data it has obtained.

We may use and disclose Personal Data for the following purposes:

* Establishing your identity;
* Billing;
* Provision and development of Services/Products;
* Analytics;
* Internal record keeping;
* Answering your queries, and/or providing you with data or materials you have asked to receive;
* Market research;
* Marketing our own products and services to you by email or other means if you have subscribed to one our mailing lists;
* To keep your data and preferences accurate;
* Any purpose which is permitted or required by applicable law; and
* To carry out any other purpose which is disclosed to you and to which you consent.

The marketing email messages sent by us will give you the opportunity to update your contact details and mailing list preferences or unsubscribe from mailings from us.

If you decide at any time that you no longer wish to receive marketing emails from us, please let us know.

We may share Personal Data amongst our members for the purposes set out in this policy.

We allow certain authorized third-party providers to track and store certain data about visitors to our websites (including domain names, IP addresses and page views). We may also disclose Personal Data to organizations that perform services for us. Personal Data will only be provided to such organizations if they agree by way of contract to provide appropriate protection for such information. We will get your express opt-in consent before we share your personal data with any third party for marketing purposes.

Some of our external third parties are based outside the EEA so their processing of your personal data will involve a transfer of data outside the EEA.]

Whenever we transfer your personal data out of the EEA, we ensure a similar degree of protection is afforded to it by ensuring at least one of the following safeguards is implemented:

* We will only transfer your personal data to countries that have been deemed to provide an adequate level of protection for personal data by the European Commission. For further details, see European Commission: Adequacy of the protection of personal data in non-EU countries.
* Where we use certain service providers, we may use specific contracts approved by the European Commission which give personal data the same protection it has in Europe. For further details, see European Commission: Model contracts for the transfer of personal data to third countries.
* Where we use providers based in the US, we may transfer data to them if they are part of the Privacy Shield which requires them to provide similar protection to personal data shared between Europe and the US. For further details, see European Commission: EU-US Privacy Shield.

Please contact us if you want further information on the specific mechanism used by us when transferring your personal data out of the EEA.

Personal Data may be stored outside of the jurisdiction in which you live, if a third party provider or other entity to whom we disclose personal data in accordance with this Privacy Policy is located outside of that jurisdiction. In such cases, Personal Data may be subject to the local laws of the jurisdictions within which it is collected, used, disclosed and/or stored, and may be accessed by governmental authorities in those jurisdictions.

Personal Data may also be subject to transfer to another organization in the event of corporate transaction such as a merger or change of ownership. This will occur only if the parties have entered into an agreement under which the collection, use and disclosure of the data is restricted to those purposes that relate to the business transaction, including a determination whether or not to proceed with the business transaction, and is used by the parties to carry out and complete the business transaction.

Lastly, we may disclose your Personal Data for any other purpose to which you consent.

Your legal rights

You have the right to:

Request accessto your personal data (commonly known as a "data subject access request"). This enables you to receive a copy of the personal data we hold about you and to check that we are lawfully processing it.

Request correctionof the personal data that we hold about you. This enables you to have any incomplete or inaccurate data we hold about you corrected, though we may need to verify the accuracy of the new data you provide to us.

Request erasureof your personal data. This enables you to ask us to delete or remove personal data where there is no good reason for us continuing to process it. You also have the right to ask us to delete or remove your personal data where you have successfully exercised your right to object to processing (see below), where we may have processed your information unlawfully or where we are required to erase your personal data to comply with local law. Note, however, that we may not always be able to comply with your request of erasure for specific legal reasons which will be notified to you, if applicable, at the time of your request.

Object to processingof your personal data where we are relying on a legitimate interest (or those of a third party) and there is something about your particular situation which makes you want to object to processing on this ground as you feel it impacts on your fundamental rights and freedoms. You also have the right to object where we are processing your personal data for direct marketing purposes. In some cases, we may demonstrate that we have compelling legitimate grounds to process your information which override your rights and freedoms.

Request restriction of processingof your personal data. This enables you to ask us to suspend the processing of your personal data in the following scenarios:

* If you want us to establish the data's accuracy.
* Where our use of the data is unlawful, but you do not want us to erase it.
* Where you need us to hold the data even if we no longer require it as you need it to establish, exercise or defend legal claims.
* You have objected to our use of your data, but we need to verify whether we have overriding legitimate grounds to use it.

Request the transferof your personal data to you or to a third party. We will provide to you, or a third party you have chosen, your personal data in a structured, commonly used, machine-readable format. Note that this right only applies to automated information which you initially provided consent for us to use or where we used the information to perform a contract with you.

Withdraw consent at any timewhere we are relying on consent to process your personal data. However, this will not affect the lawfulness of any processing carried out before you withdraw your consent. If you withdraw your consent, we may not be able to provide certain products or services to you. We will advise you if this is the case at the time you withdraw your consent.

**Conflict of interest provisions**

If you communicate to us data that is relevant to any of the clients who we already represent, we will not be prevented from continuing to act for our client, from disclosing such data to our client, or from acting upon such data in the best interest of our client. This may happen when we are asked to file a trademark that may be considered confusingly similar to the trademark that we filed on behalf of our client.

We will let you know if we have a conflict of interest and if we cannot act for you.

If we confirm that we do not have a conflict of interest to act for you in respect of a particular trademark, the provisions of this section will no longer apply.

**No solicitor-client privilege is created**

Your communication with us through our website is governed by this Privacy Policy, but does not constitute a solicitor-client privilege.

**Security**

We value your trust in providing us your Personal Information, thus we are striving to use commercially acceptable means of protecting it. But remember that no method of transmission over the internet, or method of electronic storage is 100% secure and reliable, and we cannot guarantee its absolute security.

**Links to Other Sites**

Our website may contain links to other sites. If you click on a third-party link, you will be directed to that site. Note that these external sites are not operated by us. Therefore, we strongly advise you to review the Privacy Policy of these websites. We have no control over, and assume no responsibility for the content, privacy policies, or practices of any third-party sites or services.

**Changes to This Privacy Policy**

We may update our Privacy Policy from time to time. Thus, we advise you to review this page periodically for any changes. We will notify you of any changes by posting the new Privacy Policy on this page. These changes are effective immediately, after they are posted on this page.

**Contact Us**

If you have any questions or suggestions about our Privacy Policy, do not hesitate to contact us at info@trademarkangel.com

You have the right to make a complaint at any time to the Information Commissioner's Office (ICO), the UK supervisory authority for data protection issues (www.ico.org.uk). We would, however, appreciate the chance to deal with your concerns before you approach the ICO so please contact us in the first instance.
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